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1. Introduction

The GigE Vision™ standard, which
also covers the UDP application
protocol, offers a variety of possible
configurations of the IP address and
subnet mask for cameras for profes-
sional machine vision.

Errors can occur when establishing
connections between the PC and
camera due to unintended, incorrect
operation or connection of a camera
to another network.

In this case the Force-IP feature, as
defined in the GigE Vision™ stan-

dard, may be the last solution. Using
this feature, it is possible to force a
camera into a valid network tempo-
rarily, making the device accessible
again. Once Force-IP is complete,
the camera can be set to LLA or
DHCP, or a persistent IP can be as-
signed.

In larger multi-camera systems, the
processing of Force-IP may take a
considerable amount of time and
can easily become unmanageable.
With the introduction of the “IP Con-

2. General System Requirements

figuration Tool for Gigabit Ethernet
Cameras”, Baumer gives you the
option to check whether cameras in
a multi-camera system are reach-
able.

If one or more cameras are not
reachable, the tool provides pro-
cesses for fully automatic Force-IP.
Furthermore, the user is able to
set several IP parameters, which
are specified in the GigE Vision™
standard. The easy to understand
Graphical User Interface (GUI)
makes IP configuration as simple as
possible.

Single-camera system

Multi-camera system

Recommended Recommended
CPU DUAL-Core, Intel® Xeon® W3503 DUAL-Core, Intel® Xeon® W3503
Clock 2.4 GHz 2.4 GHz
RAM 4 GB 4 GB
S;:;i:mg M.icrosoﬂ® W.indows®7 32/64 bit systems
(0S) Microsoft® Windows® 8 32 / 64 bit systems
Graphics Recommended resolution: 1280 x 1024; Color depth: at least 16 bit
Ethernet Gigabit Ethernet compliant NIC (Recommended: Intel® chipset)
Frame-
work Windows® OS: .NET™ Framework 4.0 or higher for C# implementation
(optional)

3. Installation
Procedure

Baumer GigE IPConfig is provided
as a standard ZIP file. In order to in-
stall this tool, simply extract the file.
Next, enter the path (Extract to:), for
where you wish to install Baumer
GigE IPConfig (Fig. 1).

The extraction tool will suggest a
predefined path.

The installation process will not
create a start menu entry.

After this, all required files will be
copied to your system.

Extrack to:

Files
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(" Files: |
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Cancel ‘

Fig. 1: Path selection for Baumer GigE IPConfig



4. Startup Behavior

On startup, the tool scans for all
available network interface cards
(NIC) and cameras.

If one or more cameras are in an
incorrect subnet, the tool will inform
you of this by displaying “Force-IP
Options™.

5. Graphical User
Interface (GUI)

The GUI of Baumer GigE IPConfig

(Fig. 2) is divided into several ar-

eas:

= Available cameras

= Available interfaces

= Config options (for establishing
connections)

= User-defined name

= Camera information

= Force-IP Options.

5.1 Available cameras

This list provides information such
as type and serial number of the
connected cameras.

For any setting, one of these cam-
eras must be selected.

5.2 Available interfaces

Here, all available NICs and their IP
parameters are displayed.

5.3 Options

If a camera is selected?, Baumer

GigE IPConfig gives you the option

to switch this camera to one of three

mechanisms for establishing con-

nections:

= LLAY (Link Local Address)

= DHCP (Dynamic Host Configura-
tion Protocol) and

= Persistent IP.

In order to effect changes within
these options, the camera must
be de-energized.

1) Please see Section 5.7.

2) The camera must also be in the correct
subnet.

3) Changes are written directly to the cam-

era's flash memory.

& Baumer GigE IPConfig E|@|Pz|
Available cameras Available interfaces
Type Serial number IP address Subnet Mask
TrGO3 0003794507 169.254.1.1  255.255.0.0
172,20,20,51 255.255.0.0
Config options Camera information
v = IP address: 169,254.1.3
LL& DHCP Persistent IP S med 255,255.0.0
st MAC address: 00:06:be:00:01:7h
User-defined name:  Baumer TXGOS
IPaddess 169 2541 |3 Interface: 169.254.1.1
Subnet mask 255 255 0 |0 LLA: enabled
DHCF: disabled
Persistent IF! enabled
Set
v~
My, User-defined name
') Baumer T#G03 Set
i Baumer
Fig. 2: Baumer GigE IPConfig GUI
1 camerals) on wraong subnek [ Farce-IP l [ Force-IP all

Fig. 3: Force-IP options

5.4 Persistent IP options

Once “Persistent IP” is selected
within “Options™), this area will be-
come activated.

The desired IP address and subnet
mask for the selected camera can
be entered here.

Changes are transferred to the cam-
era by clicking the “set” button.

By selecting the NIC to which you
want to connect the camera (from
the “Available Interfaces” area),
its subnet mask and the first three
digits of the IP address will be en-
tered automatically.

5.5 User-defined name

A user-defined name for the select-
ed camera can be assigned here.
This string can be up to 15 charac-
ters long.

5.6 Camera information

A variety of information about the
selected camera is displayed within
this area.

The currently valid parameters are
read from the camera's registry, the

4) Please see Section 5.3.

lower-level ones (LLA, DHCP, Per-
sistent IP) are read from the cam-
era's flash memory.

5.7 Force-IP options

If Baumer GigE IPConfig detects
one or more cameras in an incor-
rect subnet®, the “Force-IP options”
(Fig. 3) will appear in the upper part
of the GUI.

Here, it is possible to temporarily
force a valid IP subnet combination
on the camera®. Once this is com-
plete, the camera can be located in
the correct subnet by using the con-
nection options described in sec-
tions 5.3 and 5.4.

5.8 Rescan button

Once one or more cameras have
been de-energized and then re-en-
ergized, the effects of the changes
made can be checked by running
a new scan for available interfaces
and cameras.

5) Cameras in incorrect subnets will be
displayed in blue.
6) If you click on the “Force-IP” or
“Force-IP all” buttons, a
window will appear containing information
about its
progress.



6. Troubleshooting

6.1 Camera in incorrect
subnet

Please see section 5.7 of this guide.

6.2 Camera in use by other
application

If a camera is being used by another
application, the IP Configuration Tool
will not have exclusive access to the
device. In this case, the respective
camera (type and serial number) is
displayed in red.

Please close the other application ac-
cessing the camera and rescan.

6.3 Logging

A log file, which records any action
performed using the IP Configuration
Tool is stored in the installation direc-
tory of the Tool.

7. Support

In case of any questions or for trou-
bleshooting please contact our sup-
port team.

Worldwide

Baumer Optronic GmbH
Badstrasse 30
DE-01454 Radeberg, Germany

Tel: +49 (0)3528 4386 845
Email: support.cameras@baumer.

com
Website: www.baumer.com
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Baumer

Baumer Optronic GmbH

Badstrasse 30

DE-01454 Radeberg, Germany

Phone +49 (0)3528 4386 0 - Fax +49 (0)3528 4386 86
sales@baumeroptronic.com - www.baumer.com
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